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Abstract 

   

1 | Introduction  

In this context, the electronic and electrical environment consists of appliances such as fans, 

television sets, air conditioners, motors, heaters, lighting systems, etc. [1], [2]. A remotely accessible 

environment is an environment in which each appliance can be remotely accessed and controlled 

using the software as an interface, which includes an android application and a web application [3]. 

Such remotely accessible systems are already available in the market but have a number of drawbacks 

as well. This paper aims to perform a survey of all the existing such systems and compare the available 

features [4]. 

Human beings are healthy-known from other beings for their larger competencies of decision-

making and want adequate knowledge and information about the subject and its environment. For 

an automated or complex system, many sensors for dropping energy indulging and are applied to 

obtain data from matters and their surrounding environments. Sensors are devices that can add or 

spread human beings’ corporeal senses of vision, hearing, taste, smell, and touch. Request for wireless 

sensor network has been recognized to be more supple and beneficial in the areas such as home 
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automation, building automation, healthcare, etc. A wireless sensor network comprehends spatially 

dispersed autonomous sensors to monitor and control the bounds that includes fever, voltage and 

current. 

2 | Literature Survey 

The concept of expansion of a smart home system is not a remote case it has been present since the 

term "smart house" was first created by the American association of house builders in 1984 [5]. 

Execution of these assemblies will not just raise the comfort level of recent groups but also help mature 

and significantly disabled people [6]. All researchers are trying to place some hand-held device (e.g. 

mobile or some battery functioned device) in hand on people to increase the level. In the real world 

(outside of investigate labs and the homes of the rich and famous), home automation most regularly 

connects simple dual devices. This includes "on and off" strategies such as lights, power channels and 

electronic locks, but also devices such as security sensors which have only two states, open and closed. 

Upholding the honesty of the circumstances [7], phone-based systems can use the double quality 

multiple regularity to transmit commands. This system differs in the ability to make phone calls from a 

remote location to a phone line at home [8]. This has the advantage of contributing remote access from 

any place in the world from where they can make a call. This can offer an almost real-time system. One 

of the key purposes of smart homes is to decrease energy ingesting. To achieve this goal, smart panels 

must be applied in home automation. Moreover, smart lighting control systems must reflect the 

contribution of natural light (daylight). Therefore, several works recommended that daylight could 

substitute for incomplete electrical lighting in lucrative or official buildings. Sensors and smart 

controllers enable the sunshine to decrease the power used to run electrical lighting, nursing and to 

sufficiently illuminate an office. Although numerous ideas about smart lighting switch for energy saving 

in smart homes have been proposed, a smart lighting control system with high dependability and control 

correctness remains to be found. 

3 | Wireless Control Systems 

Systems using wireless communication can be made [9]. By linking up stand-unaided appliances that are 

present at home or in office and mixing to form a co-operating network. A combination of many 

technologies like Wi-Fi and bluetooth are used to integrate the system. Such a system is laid out as 

demonstrated [10]. The universal plug and play competence is used to provide a see-through network 

of devices to  the user. The system makes use of the Open Service Gateway Interface (OSGi). The uses 

are connected via dissimilar networking technologies [11]. The user application layer makes use of web 

browsers, pocket PC request, and a central console. Speech-based guidelines can also be used for 

managerial appliances. Advanced features are provided such as device discovery and device connection. 

The entire system is implemented in a Linux platform. The scheme also has the ability to add intelligent 

control modules. These control units are capable of knowledge capturing and pattern recognition. The 

worldwide plug-and-play system uses many standard protocols for interoperability. The main advantage 

of the system is its interoperability. Another advantage is the lively discovery of the service. It also has 

the ability for sharing of service [12]. 
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Fig. 1. Working structure of home automation. 

IoT provides more flexible and low-cost solutions for daily life glitches, ultimately improving the user’s life 

[13]. Although many previous investigators proposed many home automation systems by means of 

different sensor combinations [14]. As shown in Table 1, with the detailed description of previous studies 

if, we may conclude that there are some reasons for the incentive to design an efficient home automation 

system. 

4 | Discussion 

This paper also gives a comparison of all the above systems described. The schemes that have been studied 

have certain common features. All these systems use a basic underlying communications technology. The 

advantages and drawbacks of the system originate from this underlying technology [15]. All the systems 

have a switch circuitry that is used to interface with the electrical appliances. There has to be a common 

command system that will be used to issue instructions to the control circuits. The next important feature 

of the system is the user interface. This determines how the user will cooperate with the system and the 

extent of control the user exerts over the system. This influences the usability of the system. Most systems 

also have security features to ensure only authorized access.  

Microcontrollers had their early stages in the development of technology of combined circuits. The 

16F877/A belongs to the sixteenth family covering eight bit and seventy-seven address codes in an 

advanced manner. A microcontroller is a 40-pin DIP pin out and it has many peripheral internal computers 

[16]. In one or more CPU lines, several numbers of devices can be combined using a programmable 

interrupt controller; it also allows priority levels to it interject outputs. Although there is the attendance of 

multiple interrupts, the process is done according to the range of priority. It is easy to determine the pin 

function through distribution of two or more functions of each pin, which is the benefit of PIC 

microcontroller. In one chip, thousands of transistors can be entrenched for various storage purposes [17]. 

The first computers were made by adding external computer peripheral. This 16F877/A microcontroller 

includes parallel slave ports, and it has an internal analog to digital converter. PIC16F877A uses flash 

memory technology so that it can be write-erased many times. The 16F877/A is an 8-bit microcontroller 

with an operating speed higher than other microcontrollers [18]. This microcontroller has 40 pins and it 

has five ports. PIC16F877/A has many applications and is used in variety of appliances like industrial 

instruments, automotive industries, remote sensors, and controlling home appliances. It is significant for 

battery supply devices as well as smart cards due to its low consumption. EEPROM is a memory storage 

device; the data can be permanently stored for transmission at both sending and receiving ends. 

PIC16F877/A has been used in wide areas because of low cost, flexibility, low consumption, easy handling 

and where the microcontrollers had not previously been considered [19]. 

5 | Methodologies 

The idea of a smart home has been getting care for the last few years. The key tasks in a smart home are 

intelligent decision-making, secure documentation and verification of the IoT devices, unceasing 
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connectivity, data security, and privacy issues. The existing systems are targeting one or two of these 

issues, whereas a keen home automation organization that is not only secure but also has intelligent 

decision-making and analytical abilities is the need of time [20]. 

 Advantages 

I. Safety: the capability to control small appliances and lighting with your fingertips anywhere you will 

add security in your home. You can make sure appliances are off when it’s wanted to be off and on 

when it’s needed to be on [21]. 

II. Security: the ability to lock the door through your phone is one of the highest benefits of home 

automation. This will give you peace of mind knowing that the door is closed and not predicting.  

The fact that you can be warned each time someone enters your home also allows you to monitor 

who is always entering your home, particularly when you are not there [22]. 

III. Convenience: the ability to control everything with your fingertips is very suitable. You never leave 

the house without your wallet, keys, and your smart phone. With our smartphone always with us, we 

can easily screen our home and control everything with just touch of a finger [23]. 

IV. Saves time: since we are existing in a very fast-paced environment, we don’t even have time to worry 

about our home. With home automation, we can save time successful back to our home and make 

sure all is in order, like if the kids close the door from school or turn on the lights when you get 

home. 

Disadvantages 

I. Significant connection costs. 

II. Reliable internet connection is crucial. 

III. Security issues. 

IV. Industrial problems in associated homes. 

V. You may lock by hand out of your own house. 

VI. Helplessness if technology fails [18]. 

VII. Some people may not like smart technologies. 

Fig. 2. Schematic structure of home automation. 

Wireless Sensor Network (WSN) 

Sensing the occupancy in smart buildings enables adjustment of services such as light and temperature 

control in an energy-efficient fashion based on the number and location of the occupants as well as the 

type of event. In military applications, wireless sensors are mainly used in battlefield surveillance and 

have wide applications in various sectors, including industrial monitoring and controlling, consumer 
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application, and machine health monitoring. The biggest success of wireless sensor networks has been used 

in smart meters. Now meter reading has been sent the data wirelessly, and it helps to communicate 

automatically with smart home management. Wireless sensor networks can be used effectively in the 

following: 

I. Building automation.  

II. Radio technology. 

It can also be used for monitoring device in home, traffic, equipment’s in the hospital. The wireless sensor 

replaces many wired connections, and it also reduces the size and cost. A sensor node might vary in size 

from that of a shoebox down to the size of a grain of dust, although functioning "motes" of genuine 

microscopic dimension have yet to be created. Its constraints on sensor nodes result in corresponding 

resources for communications bandwidth, energy, and memory computational speed. The new technology 

of wireless sensor network has brought a new level of building monitoring systems by saving the cost and 

time of implementation and maintenance, providing more safety. In recent times WSN control and 

monitoring system for smart home lightening are gaining popularity in various application domains like, 

health care monitoring. Many organizations are developing a proprietary technology to implement a WSN 

to provide a wide range access to WSN from remote location. In the proposed architecture, WSNs are 

responsible for collecting environmental parameters and transmitting them to WSN coordinators. Home 

automation system integration enables the WSN for data transmission with high reliability. Hence, we use 

a wireless sensor network for monitoring and controlling the smart home systems. 

Fig. 3. Model graph for Visual Basic. 

Visual Basic 

Visual Basic is a programming language established and owned by Microsoft. It allows the programmer to 

generate and learn applications using the components of Visual Basic programs the situation. It contains 

graphical user interface applications which allows for Rapid Application Development (RAD). It also 

contains change of the preselected segments in elementary training language. Visual Basic is simply the 

most usually used computer programming system in the past of software. This was possible because VB 

comprised software tools to mechanically create the exhaustive programming wanted by windows. The 

software tools not only create windows programs, but they also take full advantage of the graphical way 

that windows works by letting program is “draw” their systems with a mouse on the computer. Hence it 

is called “Visual” basic. Visual Basic also provides complete software architecture. “Architecture” is the 

way of building of computer programs that includes VB programs and windows. For windows software it 

includes each thing to write the programs and it is the main reason to be more successful. There have been 
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nine versions of Visual Basic uptown VB.NET 2005; current version. The first six versions were called 

Visual Basic and “backward compatible”. That earnings the later versions of VB could handle programs 

written with a NET versions. The Visual Basic program also includes Integrated Development 

Environment (IDE) helps us to create virtually intellectual programs that can be used by all 

programmers. Many programmers still prefer Visual Basic 6.0 and a few uses even an earlier version. 

Here the Visual Basic software is used as a web based front end that is fully functional working program 

in practicable form as well as whole source code of all work done. It performs based on the information 

they have went on. The program also allows the users to print off the suggestion documents. Users can 

also repossess the data they have arrived. 

VB front end to generate excel spreadsheet to enter request number, location, date. Then save the 

spreadsheet to send back to purchasing. Highly skilled open-source front and back end, developer to 

build and preserve a best poke recovery. MS access front end program to access multiple data basis of 

same type. Main program is for secretarial in a property management firm, and this can be facilitated by 

the front end. Front end can be created for two applications. VB6 is front end is greatest used software 

nowadays Visual Basic is a third-generation event driven programming language. Visual Basic 

applications enables user defined functions, automatic processes and accessing windows. The 

applications developed by the VB can run in the windows operating system. The following steps are the 

basics for developing programs in VB: 

I. Appearance of the applications are to be designed. 

II. Property settings  should be assigned to the objects of the program. 

III. At runtime, code should be written as direct specific tasks. 

Applications of Visual Basic 

I. Medicine. 

II. Education. 

III. Research. 

IV. Business. 

V. Commerce. 

VI. Finance. 

VII. Accounting.  

VIII. Consulting.  

IX. Science. 

X. Law. 

Bluetooth based home automation: The system shown in Fig. 2 brands use of a cell phone and 

bluetooth technology. Bluetooth skill is secured and low cost. It makes use of an Arduino bluetooth 

board. A communicating python package is used in the cell phone to deliver the user interface. The I/O 

ports of the bluetooth board and relays are used for interfacing with the devices which are to be 

controlled. The bluetooth is password protected to ensure that the system is safe and not tainted by any 

impostors [19]. The bluetooth has a range of 10 to 100 tables. Insert figures and tables after they are 

quoted in the text. Use the contraction “Fig. 2”, even at the beginning of a sentence [20]. 
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Fig. 4. Block diagram of home automation. 

6 | Conclusion 

Based on all the systems plotted and their advantages and drawbacks, this paper presents the features to 

be controlled by an ideal system for home automation with remote access. An ideal system should be 

available from all over the world to a user in real time. A GSM network is identified as an applicant for 

this. However, the data station of GSM must be used to deliver net access [21]. Only the internet can 

safeguard that access can be made obtainable at all times. This will give rise to a normal access method for 

home applications using the internet protocol. The user interface should be a web claim with an associated 

mobile application. So that people of all types can access [22]. 
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